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EVOLUTION OF THE INTERNET
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EVOLUTION OF THE INTERNET
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HISTORY OF THE FUTURE

One to many to any: ICTs from happy few to the masses

== Mainframe (1 computer, many people)

PC (1 person, 1 computer)
== Digital native computing (1 person, many screens)
= |nternet of everything
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Source: Mario Maniewicz, “Digital revolution: are we ready?”,

ITU 4t Symposium for Regulators (GSR)
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HISTORY OF CYBER ATTACKS
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WHAT DOES THE FUTURE HOLD?

® |nto the unknown ...

m  Constant evolution = Constant threat
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OBJECTIVES

I. The “Internet-of-Things”

= Evolution towards the loT

= Understand the fundamentals
2. Cyber Security

= Different aspects of IT security

= Aware of your position in the security chain
3. The Security of the loT

= Specificities of the loT

= Understand the risks and methods to protect
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